HIPPA & PRIVACY STATEMENT
HIPAA is the acronym of the Health Insurance Portability and Accountability Act of 1996. The main purpose of this federal statute was to help consumers maintain their insurance coverage, but it also includes a separate set of provisions called Administrative Simplification. This section of the act is aimed at improving the efficiency and effectiveness of the health care system. The key components of Administrative Simplification include:

· Standardized electronic transmission of common administrative and financial transactions (such as billing and payments) 
· Unique health identifiers for individuals, employers, health plans, and heath care providers 
· Privacy and security standards to protect the confidentiality and integrity of individually identifiable health information 

These regulations establish standards for protecting individually identifiable health information and for guaranteeing the rights of individuals to have more control over such information. HIPAA privacy regulations were implemented on April 14, 2003. 

Privacy rules define the rights of individuals and security rules define the process and technology required to ensure privacy.

The final regulations adopt standards for the security of electronic protected health information (e-PHI). These standards are organized into the following three high level categories: 
· Administrative safeguards include policies, procedures, and practices that guide security management and information access authorization/revocation, contingency planning and training. These rules are enforced through sanctions and are largely directed toward the covered entity's workforce. 
· Physical safeguards include protections that minimize physical access to information within buildings, floors, departments, offices, and desks. These safeguards include doors, locks, badge access, location of workstations (obscured from public view), and media controls (e.g. location of back-up tapes). 
· Technical safeguards include limiting electronic information access to particular users or user groups, including different levels of software access rights, and tracking access through audit controls. 

If you have any questions, please feel free to speak with HAROLD KELLER.
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